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1. Overall Description:
Dear SA2,

SA3 has studied the handling of Signalling Overload by Malicious Applications on the UE in TR 33.861. This study has concluded that there is no need for normative work in Rel-16. Malicious UEs can be identified by the NWDAF functionality specified in TS 23.288. TS 23.288 gives examples of mechanisms to be used to protect the network against misbehaving UEs, but this has not been reflected in normative texts.. SA3 would like to be involved in any potential future work related to NWDAF related DDoS protection functionality as it is within SA3 scope.
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2. Actions:

To SA2 group.

ACTION: 
SA3 respectively asks SA2 group to take the above information into account.
3. Date of Next TSG-SA WG3 Meetings:

SA3#97
18 – 22 November 2019
Reno, USA
SA3#98
10 – 14 February 2020
TBD, China
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